
Anti-Money Laundering
and Counter-Terrorism

Financing Act 2006
(AML/CTF Act):

Overview of obligations

Obligations of a
reporting entity

Comply with the
requirements of the
AML/CTF Act and
Rules

Reporting entities must have an
AML/CTF Program

purpose of AML/CTF
Program:

to identify, mitigate and manage the entity
facilitating money laundering or terrorism
financing

AML/CTF Program is risk-based - so up
to reporting entity to develop own
program, tailored to their business

AML/CTF Program:
Reporting entity
needs to consider:

risk profile of
customers

AML/CTF risk of the
designated services
it provides

methods by which
designated services
are delivered

risk profiles of any
foreign jurisdiction
that it deals with

risks which relate to provision
of designated services
through permanent foreign
offices

Other obligations
Designated business groups

refers to 2 or more
businesses who join
together to share their
AML/CTF obligations

businesses must be
'related' to each
other (s50
Corporations Act
2001 (Cth))

may adopt and
maintain a joint
AML/CTF Program

may rely on compliance
with record-keeping
obligations by one
member of the group

may rely on customer
identification carried
out by another member
of the group

need to appoint
external auditor (not a
party related to a
member of the group)

If you provide a DESIGNATED SERVICE, you
are a REPORTING ENTITY

Components of AML/CTF
Program

Governance
and
ML/TF
Risk
Assessment

Part A

Risk
Assessment

Reporting entity
needs to consider:

risk profile of
customers

methods by which
designated services
are delivered

risk profiles of any
foreign jurisdiction
that it deals with

risks which relate to
provision of designated
services through
permanent foreign offices

risk posed by any new
designated services

Regulatory Risk

compliance with the
AML/CTF Act and
the AML/CTF Rules

Operational Risk

compliance with
entity's KYC
procedures

Reporting
obligations

International Funds
Transfer Instructions
(IFTI)

Suspicious Matter
Report (SMR)

Threshold
Transaction Report
(TTR)

AUSTRAC
Compliance Reports

Ongoing customer
due diligence

transaction
monitoring program

obligation to monitor customers and
their transactions on an ongoing
basis

enhanced customer
due diligence
program

Training for
employees and
agents

AML/CTF obligations and
consequences of non-compliance

unique ML/TF risks faced by the
reporting entity

specific procedures relevant to
the reporting entity

Board oversight and
management

Appointment of
Compliance Officer

Adoption of
AML/CTF Program

Reporting entities
must enrol with
AUSTRAC

reporting entities must enrol within
28 days of providing or
commencing to provide a
designated service

Payment of
supervisory levy to
AUSTRAC

reporting entities must pay the
supervisory levy to AUSTRAC
annually

Independent review
of Program

Responding to
AUSTRAC feedback

Compliance with
record-keeping
requirements

Employee due
diligence

Screen employees prior to
commencement of employment,
and ongoing monitoring

Record-keeping
requirements

Operations

Part B: Customer
identification and
verification or Know
Your Client (KYC)

Step 1: Risk assessment
of customers - low /
medium / high

customer type (e.g.
individual, company,
partnership)

identify PEPs
(including individuals
who hold  prominent
public positions,
immediate family
members and close
associates)

for non-individual clients:

identify individuals

describe the
corporate structure
of the client

customer's source of
funds or wealth

nature, size,
complexity of entity's
business

type of designated
services provided by
the entity

method of delivery of
designated service

foreign jurisdiction

nature and purpose of the
business relationship between
the entity and its customers

Step 2: Identification and
verification (process based on
risk assessment of customers)

based on reliable and
independent documentation,
reliable and independent
electronic data, or a
combination of both

'safe harbour'
requirements
(which
constitutes
satisfactory
identification and
verification)

for low or
medium
risk
customers

reporting entity sights an original or
certified copy of a primary
photographic document, or original
or certified copy of a
non-photographic primary
identification document

OR an original or certified copy of a
secondary photographic document

for high risk
customers

in addition to safe harbour requirements,
implement additional KYC processes to
manage increased ML/TF risk posed by high
risk customer

Reporting entity must verify customer's
identity before providing the designated
service
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